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Abstract of the contribution: This paper is to adding NEF services for PFD management in Service Based Architecture, in 3GPP TS 23.502 according to the specified service definition criteria.
Discussion
In SA2#122 meeting, the PFDF functionality is splited and the logic part  is merged into NEF while the storage part is merged into UDR. According to the Note in clause A 2.1 in 23.502 that “NOTE: The reference point PGw as shown in the figure A.2.1-1 supports equivalent functionality as Gw between PFDF and PCEF in EPC.”, the PCEF needs to send request to NEF for “PUSH” provisioning mode while the NEF will directly provision the PFDs to PCEF in “PUSH” mode. Timer needed for PFD management is realized in NEF.
Based on the assumption above, the PFD provisioning will involve both NEF services and UDR services. This Paper is mentioning the NEF services for PFD provisioning.

Proposal
*************************First Change************************
[bookmark: _Toc484168291]5.2.5	NEF Services
[bookmark: _Toc487807656]5.2.5.1	The procedure of "Device Trigger" Service
Service description: The AS requests the network to send a Device trigger to the UE.
Input: External Identifier or MSISDN, Requester Identifier, validity period, Application Port ID and Trigger Payload.
Output: the result of the delivery of the device trigger.
Service procedure:


Figure 5.2.5.1-1: Device Trigger service
1.	The NEF (Network Exposure Function) receives a Device Trigger Request (External Identifier or MSISDN, requester Identifier, validity period, Application Port ID and trigger payload ) message. The Application Port ID is to address a triggering function within the UE. The validity period indicates for how long the trigger message is valid. If the trigger message does not reach the UE first time, the trigger message may still be send again if it is still valid. The trigger payload contains the information destined for the application on the UE, along with the information to route it to which application on the UE.
	The NEF checks whether the Application is authorised to send the Device Trigger based on the requester Identifier. The NEF also check whether the requester has exceeded its quota or rate of trigger submission.
2.	The NEF invokes the "Get Subscriber Serving NF(External Identifier or MSISDN, NF type)" service provided by the UDM to determine the NF which serves the UE and also get the SUPI of the UE.
3.	The NEF sends the Device Trigger Request (UE permanent ID, NAS Container) to the AMF. The NAS container includes the Application Port ID and trigger payload received in step 1.
4.	The AMF send the Device Trigger Request (NAS container) to the UE. If the UE is not connected, the AMF pages the UE. When the UE receives the NAS container, the trigger payload identifies which application(s) is to be notified and the information to be notified to the application, e.g. PDU session establishment is requested.
	The corresponding response message is send back to the AMF to confirm the receiving the request message.
5.	The NEF receive the Device Trigger Response from the AMF.
Editor's note:	It is FFS whether the interaction between AMF and NEF at the step 3, 5 can be service based.
6.	The NEF sends the Device Trigger Response to the Application Server.
[bookmark: _Toc487807657]5.2.5.2	Nnef_EventExposure service
[bookmark: _Toc487807658]5.2.5.2.1	Service description
See clause 5.4.2.
[bookmark: _Toc487807659]5.2.5.2.2	Service operations
[bookmark: _Toc487807660]5.2.5.2.2.1	Nnef_EventExposure_subs operation
Service operation name: Nnef_EventExposure_subs
Description: the consumer subscribes to receive an event, or if the event is already defined in NEF, then the subscription is updated.
NF Consumers: AS.
Inputs (required): SUPI, Event Id(s). 
Inputs (optional): Reporting options (e.g. Maximum Number of Reports or Monitoring Duration for Monitoring Events).
Outputs (required): Operation execution result indication.
Outputs (optional): First corresponding event report is included, if available (e.g. One Time reporting).
[bookmark: _Toc487807661]5.2.5.2.2.2	Nnef_EventExposure_unsubs operation
Service operation name: Nnef_EventExposure_unsubs
Description: the consumer deletes an event if already defined in NEF.
NF Consumers: AS.
Inputs (required): SUPI, Event Id(s). 
Outputs (required): Operation execution result indication.
[bookmark: _Toc487807662]5.2.5.2.2.3	Nnef_EventExposure_notif operation
Service operation name: Nnef_EventExposure_notif
Description: NEF reports the event to the consumer that has previously subscribed.
NF Consumers: AS.
Inputs (required): not applicable. 
Inputs (optional): not applicable.
Outputs (required): Event Indication.

5.2.5.x	Nnef PfdExposure service
5.2.5.x.1	Nnef PfdExposure_triggerntng triggerrequest service with UDR to create, update or delete the list of PFDs for the Application ID  service operation
Service operation name: Nnef PfdExposure_triggerntng triggerrequest service with UDR to create, update or delete the list of PFDs for the Application ID 
Description: This service is used by the 3rd Party to manage PFDs into the operator network via NEF. 
Known NF consumers: AF.
Input, Required: SP Reference ID, external Application ID, PFDs, PFD operation.
Input, Optional: Allowed delay time.
Output, Required: Result, Cause Code.
Output, Optional: None.
Service Procedure: 


Figure 5.2.5.x.1-1: Nnef PfdExposure_triggerntng triggerrequest service with UDR to create, update or delete the list of PFDs for the Application ID 
1	The requester NF sends PFD management Request message (SP Reference ID, external Application ID, PFDs, PFD operation) to NEF. 
[bookmark: _GoBack]	2	The NEF checks whether requester NF is authorized to send management request based on register NF Identifier. The NEF also checks whether the requester has exceeded its quota or rate of management request.
	3	The NEF invokes “Nudr PFD Data Management service” with UDR to create, update or delete the list of PFDs for the Application ID as requested by the respective PFD operation
4a.  	When Pull service is supported by SMF and the allowed delay time is larger than cche time, NEF may use “Nnef PfdExposure pull retieval service operation”to update the PFDs into PCEF.
	4b.  	 Otherwise, NEF invokes the “Nnef PfdExposure push provisioning/updating/deleting service operation” service provided by PFDF.
	5	The NEF sends the PFD management Response message to requester NF.
5.2.5.x.2	Nnef PfdExposure pull retrieval service operation
Service operation name: Nnef PfdExposure pull retrieval
Description: This service is used by 3GPP internal requester NF to retrieve PFDs for an Application Identifier form the NEF. 
Known NF consumers: SMF
Inputs, Required: UE ID, Application ID.
Inputs, Optional: None
Outputs, Required: PFDs.
Inputs, Optional: Caching Timer
Service Procedure:
                         


Figure 5.2.5.x.2-1: Nnef PfdExposure pull retrieval
   1.  The requester NF sends management pull request message to NEF. 
2.  The NEF invokes Nudr_Retrieve service with UDR to trtrieve the PFDs corresponding to the Application ID.
3.  NEF send the PFDs corresponding to the Application ID to Requester NF in the response message.
5.2.5.x.3  Nnef PfdExposure_push provisioning service operation
Service operation name: Nnef PfdExposure push provisioning 
Description: Provisioning PFDs associated with the application identifier(s) in the consumer NF via NEF. 
Known NF consumers: SMF
Inputs, Required: UE ID, Application ID, list(s) of PFDs associated the application ID(s).
Inputs, Optional: None.
Outputs, Required: Result of PFDs’ provisioning.
Output, Optional: Caching Timer.
5.2.5.x.4  Nnef PfdExposure push updating service operation
Service operation name: Nnef PfdExposure push updating
Description: Update PFDs associated with the application identifier(s) in the consumer NF via PFDF.
Known NF consumers: SMF.
Inputs, Required: UE ID, Application ID, list(s) of PFDs associated the application ID(s).
Inputs, Optional: None.
Outputs, Required: Result of PFDs’ updating.
Output, Optional: Caching Timer.
5.2.5.x.5  Nnef PfdExposure push deleting service operation
Service operation name: Nnef PfdExposure push deleting
Description: Delete PFDs associated with the application identifier(s) in the consumer NF via PFDF.
Known NF consumers: SMF.
Inputs, Required: UE ID, Application ID, list(s) of PFDs associated the application ID(s).
Inputs, Optional: None.
Outputs, Required: Result of PFDs’ removal.
Output, Optional: Caching Timer.
************************End of Change*******************
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